On Click Fraud

Simone Soubusta, Düsseldorf

Internet advertising is getting more and more important. As in every growing line of business, criminals try to profit from that growth. They do so by manipulating Pay-Per-Click (PPC) adverts with artificially generated clicks, a process which is known as Click Fraud (CF). CF is not difficult to commit and, consequently, it could threaten the existence of companies like Google. At present, there seems to be no way to either detect or prevent CF. It can, however, be altogether avoided by switching from PPC to other advertising schemes like Cost-Per-Action.

Über Klickbetrug


1 Introduction

1.1 Internet Advertising

It is a truth universally acknowledged that the World Wide Web (WWW) has revolutionised our planet. Today the web allows us to communicate with people nearly anywhere in the world – and, indeed, with billions of people at once. It has changed the way we think, as well as the way we do business. But the web is not only a means of communication, it also contains a wealth of knowledge. Since the rise of the search engines, huge amounts of information have become readily accessible. The known web alone spans several billion pages.

Most of the information and services on the web come at no cost to the user. The publisher or webmaster, on the other hand, has to pay to provide them. In order to profit from their complimentary services, webmasters rent out space on their websites to advertisers. This is the main means of covering the costs of providing online services nowadays. The most famous example of this phenomenon is probably Google. The search engine accumulated considerable wealth by auctioning off advertising space next to their search results.

Advertising plays an important role for every company. “Most businesses operate with an advertising budget of 2-5 percent of their previous year’s gross sales” (Egelhoff, n.d.). Since its inception, advertising has thrived on mass media like newspapers and TV, where an ad could reach a wide audience. It comes as no surprise, then, that it has found the web a suitable playground.

1.2 Cyber Crime

The rise of the internet has also brought a completely new kind of crime: cyber crime. The most well-known type of cyber crime is Phishing, which means stealing sensitive information online. This can be anything from user name/password combinations to credit card information and the troublesome social security number in the U.S. The criminal gains this information by masquerading as an authority. In order to gain access to the PIN/TAN combination of a user’s bank account, for example, the criminal might write an e-mail to the client, in which he pretends to be the bank itself. He presents the user with a link that allegedly leads to the bank’s online banking login page, where the user is asked to log in for ‘maintenance reasons’ or something similar, but in reality the link leads to the phisher’s website (which imitates the look and feel of the bank’s site), allowing him to steal the information and, therefore, the user’s money. Two other types of cyber crime are credit card fraud, which the internet has made infinitely easier to commit, and spam, which doesn’t warrant further explanation.

However, there is another kind of cyber crime that the general public is not well acquainted with, but which is nonetheless detrimental to many people: so-called click fraud, which this paper will examine in detail.

1.3 Structure of the Article

Chapter 2 introduces the reader to the concept of click fraud against the backdrop of Pay-Per-Click advertising, followed by a short look at the legal ramifications. Chapter 3 expounds how click fraud is committed. An explanation of how a click can be faked is followed by two different techniques that are used to avoid detection: using a network of hijacked computers (a so-called botnet) to commit click fraud, and making visitors of a website unintentionally assist in the fraud. Chapter 4 presents different ways to detect click fraud, as well as ways to prevent click fraud altogether. Finally, chapter 5 concludes the article with a look at its result. (see Fig. 1)

2 What is Click Fraud?

In the past, online advertising used the Cost-Per-Impression model to charge for advertisements. The cost per impression is often measured in Cost Per Mile (CPM), that is, the cost of one thousand impressions of the ad. This advertising model was based on traditional TV and print advertising, where the advertiser is also charged on the basis of the number of times that the ad is viewed. Cost-Per-Impression is the preferred model of publishers (webmasters), because they are paid regardless of the effectiveness of an ad. However, search engines such as Google have given rise to the Pay-Per-Click (PPC) model of online advertising. In this type of arrangement, advertisers pay a certain amount of money to the publisher for every click on their ad (which leads to the advertiser’s website). That is to say, the costs are performance-dependent. Consequently, the model is favoured by advertisers, who get an interested visitor to their website for the money they pay.

In particular, Google’s AdWords and AdSense (see Fig. 1 and 2) services have added to the widespread use of PPC. With AdWords, advertisers bid in an auction for the placement of their ad next to the search results for a chosen keyword (or a combination of keywords). This form of advertising is also known as sponsored
search. The obvious advantage for advertisers is that the user who sees the advertisement is already interested in the topic that is connected to the keyword (since he searched for it), hence there is a high chance that he is also interested in the product or service that is advertised next to it. A user who searches for the term camera, for example, might be shown an advertisement for a camera by Canon. In addition, the user also profits from this targeted advertising, since he is only shown ads for products he likely has an interest in.

AdSense, on the other hand, is an advertising network in which Google acts as a commissioner. Similar to AdWords, advertisers bid on certain keywords. Google then automatically analyses the content of websites that have signed up as publishers for AdSense and places the ad on those websites that contain content which is closely related to the keyword. Every time someone clicks on such an ad, the website owner gets a percentage of the proceeds which Google receives from the advertiser, and the rest is Google’s commission.

From this point of departure, we can distinguish two types of click fraud: competitor click fraud and publisher click fraud. Competitor click fraud is not committed for any monetary gain (and, in fact, there is none), but rather in order to harm one’s competitor. A prerequisite for the fraud is that the competitor in question has signed up as advertiser in a PPC scheme (e.g. Google AdWords). The fraudster, knowing that every click on the ads costs the competitor good money, clicks repeatedly on his ad to cause harm. He might perform this task himself or use more sophisticated means (see below).

Publisher click fraud is, as the name indicates, performed by the publisher of an ad, that is, by the owner of the website on which the ad (or, indeed, multiple ads) is displayed. It is committed solely for monetary gain. Since the publisher is paid for every click on an ad, it is in his interest to receive a high number of clicks. Thus, the fraudster artificially increases the number of clicks in order to make more money. Harmless dilettantes do this by clicking on the ads themselves or by asking their friends to do so. Professional fraudsters, on the other hand, either outsource the job to armies of ‘clickers’ in India (Vidyasagar, 2004) or China, or they automate the process entirely. This paper will concern itself primarily with the latter option.

According to Noogie C. Kaufmann from the University of Münster, competitor click fraud, as described above, is illegal under German law since it violates § 4 Nr. 10 UWG (purposeful hindrance of competitors) and § 826 BGB (immoral deliberation) (Kaufmann, n.d.). Unfortunately, though, there hasn’t been an original precedent yet to confirm this assumption. Nonetheless, competitor click fraud is a big problem for the harmed party, and several advertisers who participate in Google’s AdWords program have sued Google “for their failure to prevent click fraud” (Hadjinian, 2006). Their point of attack is the contract between the two parties which states that only actual clicks will be charged, which enabled them to sue Google for breach of contract when they noticed that they were charged for fraudulent clicks as well as for actual ones (Hadjinian, 2006). Publisher click fraud is, in most cases, simply a breach of contract. The Terms of Service of Google’s AdSense program, for example, state: “You shall not, and shall not authorize or encourage any third party to: (i) directly or indirectly generate queries, Referral Events, or impressions of or clicks on any Ad, Link, Search Result, or Referral Button through any automated, deceptive, fraudulent or other invalid means, including but not limited to through repeated manual clicks, the use of robots or other automated query tools and/or computer generated search requests, and/or the unauthorized use of other search engine optimization services and/or software; [...] (ii) frame, minimize, remove or otherwise inhibit the full and complete display of any Web page accessed by an end user after clicking on any part of an Ad (“Advertiser Page”), any Search Results Page, or any Referral Page; (iv) redirect an end user away from any Advertiser Page, Search Results Page, or Referral Page; provide a version of the Advertiser Page, Search Results Page, or Referral Page that is different from the page an end user would access by going directly to the Advertiser Page, Search Results Page, or Referral Page; intersperse any content between any Advertiser Page, Search Results Page, or any part of an Ad (“Advertiser Page”), and/or software; [...] (iii) frame, minimize, remove or otherwise inhibit the full and complete display of any Web page accessed by an end user after clicking on any part of an Ad (“Advertiser Page”), any Search Results Page, or any Referral Page; provide a version of the Advertiser Page, Search Results Page, or Referral Page that is different from the page an end user would access by going directly to the Advertiser Page, Search Results Page, or Referral Page;intersperse any content between the Ad and the Advertiser Page, between the page containing the Search Box and the Search Results Page, or between the Referral Button and the Referral Page; or otherwise provide anything other than a direct link from an Ad to an Advertiser Page, from the page containing the Search Box to the Search Results Page, or...
from the Referral Button to the Referral Page” (Google AdSense Online Standard Terms and Conditions, n.d.) Based on these terms of service Google won a court battle against a participant of its AdSense program, Auctions Expert, in 2004 (Hadjinian, 2006). Although this case could be seen as establishing a precedent, it does not completely solve the publisher click fraud problem from a legal perspective, since the fraudster might not fall under the jurisdiction of the U.S. law.

3 Why Does Click Fraud Matter?

Google can easily be used to exemplify the explosiveness that click fraud presents today: This unquestionably famous billion-dollar concern makes 99 per cent of its turnover through Pay-Per-Click advertising. If click fraud is not countered in the near future, the backbone of its business threatens to collapse. Google’s advertising revenues have risen from 6.07 billion US dollars in 2005 to 10.49 billion dollars in 2006. In both years (as well as in 2004) the advertising revenues accounted for 99 per cent of the overall revenues. In 2006, 60 per cent of the revenues (i.e. 6.29 billion dollars) were made through Google AdWords, a system that is susceptible to competitor click fraud, while the remaining 40 per cent (i.e. 4.2 billion dollars) were made through Google AdSense, a system that is susceptible to publisher click fraud (Google Annual Report 2006, 2007).

But Google is not the only one to profit from internet advertising. In the year 2005 the total revenue of internet advertising amounted up to 12.5 billion dollars. In 2006 it rose by 35 per cent to 16.9 billion dollars (IAB Internet Advertising Revenue Report, 2007). And the turnover in the first quarter of 2007 was an all-time high of 4.9 billion dollars (Internet Advertising Revenues Soar, 2007). Even though the numbers might look small compared to TV advertising revenues of 48.35 billion dollars in 2006 (2006 TV Ad Revenue Figures, 2007) and print advertising revenues of 46.6 billion dollars (Mind the Gap, 2007), the trend is clearly in favour of online advertising: TV advertising revenues recorded only a rise of 5.3 per cent and revenues of print advertising actually fell 1.7 %.

Although, as we will see later, it is not (yet) possible to accurately estimate the number fraudulent clicks, studies suggest that about 14 percent of all clicks aren’t proper (Mills, 2006a; Mills 2006b). Consequently, companies like Google have two alternatives to avert the danger that click fraud presents for their business: Firstly, they can open up new business segments in order to put an end to their total dependency on their advertising customers. Secondly, they can stop the fraudsters before they cause any damage. However, in order to counter click fraud, one needs an understanding of how it works, which the following chapter will provide.

4 How it Works

4.1 Simulating a Click

At the heart of (automated) click fraud lies the simulation of a click on an advertisement. It follows, then, that in order to understand how click fraud works, we must first gain an understanding of the technology behind the advertisement. “Typical online advertisement services […] work by providing webmasters a snippet of JavaScript code to add to their pages. This code is executed by the web browser of a visitor to the site, and downloads ads from the advertiser’s server at that time. The ad download triggers a rewrite of the frame in which the JavaScript appears, replacing it with the HTML code necessary to display the ads. When a user clicks an advertisement link, they “click through” the ad provider’s server, giving the ad provider the opportunity to bill the client for the click. The user is then taken to the ad client’s homepage” (Gandhi et al., 2006).

It is evident that a program which simulates clicks has to perform many of the same tasks as a browser. First, it has to execute the JavaScript code that retrieves the HTML code of the ad, as mentioned above. Then it has to parse this HTML code for links (indicated by a leading href=“) and a trailing ” and, lastly, it has to send an HTTP (Hypertext Transfer Protocol) request to the web server at the given URL (Uniform Resource Locator).

Simulating a click is, in effect, rather easy. However, detecting this kind of click fraud is just as easy. The reason for that is simple: when the program sends an HTTP request to the advertiser’s (or commissioner’s) server, the IP address of the computer making the request is transmitted in order to establish a connection between client and server. Thus, all it takes to detect the fraudster is for the advertiser to take a look at his log files, where a high number of requests from one IP address provides sufficient evidence of the fraud.

To avoid being discovered and to increase the efficiency of the fraud, the fraudster can distribute the program so that it does its work from all over the internet, with the help of a so called botnet. A botnet is a network of thousands or even millions (Keizer, 2005) of hacked computers, all of which do the bidding of the owner of the botnet.
4.2.1 Taking over a Computer

The targeted computer(s) can be compromised by exploiting security holes and vulnerabilities. The program which does the exploiting is commonly referred to as an exploit. Attackers either write these exploits themselves or, more commonly, use exploits for known security holes that are available on the internet. Most exploits utilise buffer overflows (Override, 2001).

“An exploit can use a buffer overflow when a program or process tries to store more data in a buffer (temporary data storage area) than it was intended to hold. Since buffers are created to contain a finite amount of data, the extra information – which has to go somewhere – can overflow into adjacent buffers, corrupting or overwriting the valid data held in them. Although it may occur accidentally through programming error, buffer overflow is an increasingly common type of security attack on data integrity. In buffer overflow attacks, the extra data may contain codes designed to trigger specific actions [...]” (Buffer Overflow, n.d.).

Once the attacker has decided upon a specific exploit, he begins scanning (IP) address blocks for systems which fulfill the requirements of the exploit. i.e. that are running a certain version of an operating system as well as the vulnerable program. One rather popular way to do these scans is to use the open source program Nmap, which “uses raw IP packets in novel ways to determine what hosts are available on the network, what services (application name and version) those hosts are offering, what operating systems (and OS versions) they are running, what type of packet filters/firewalls are in use” (Nmap Security Scanner, n.d.).

Once a vulnerable system has been detected, the attacker uses the exploit to gain remote access to that computer. He then deposits a program which will contact the botnet’s command and control centre, allowing the machine to be controlled from a central point.

4.2.2 Command & Control

Most of the time, an internet relay chat (IRC) is used as command and control centre (C&C) for a botnet. An IRC consists of one or more servers which relay messages and/or commands to the connected clients. That way the botnet owner can centrally command the clients to download and execute a program which will commit click fraud on the owner’s website(s) (or, respectively, the competitor’s ads).

An alternative way of controlling the bots is to use a web interface to which the clients connect. However, this method requires the client to continually request updates from the C&C, whereas, when IRC is used, the server can just relay commands. Thus, using a web interface causes more traffic to and from the clients, increasing the chances of a bot being exposed and incapacitating the botnet (Ianelli & Hackworth, 2005).

In general, a command and control centre will have to include a commonly-used protocol with little overhead and bandwidth usage, in order to remain inconspicuous.

4.3 Referrer Click Fraud

Anupam et al. introduce another, as yet undetectable, method of committing click fraud: the deceitful publisher puts a script on his website that is automatically downloaded onto a visitor’s computer when said visitor goes to the publisher’s website. The script then imitates a click onto the advertisement leaving the visitor none the wiser. The log files of the advertiser (and, if applicable, of the commissioner) will thus show the visitor’s client ID and IP address, which are unique for everyone. This simple setup, however, is still detectable. All it takes in order to uncover the fraudulent publisher is for the advertiser to visit the publisher’s website and check afterwards whether his IP address and client ID have been registered as having performed a click. This can be remedied by a slight modification. The solution requires two versions of the publisher’s website: one which includes the aforementioned script and one which does not. Internet users who visit the websites are always presented with the latter version and, consequently, if the advertiser or the commissioner checks the website, he cannot detect any sign of fraudulent activity. The publisher then needs a second website, which is wholly unconnected to the first one, over which he has complete control. This can either be a site he owns or he could work together with the owner for the scheme to work. He puts a script onto this second website which automatically loads the first, fraudulent, version of the first website in the background whenever the second website is accessed (Anupam, Mayer, Nissim, Pinkas, & Reiter, 1999).

5 Proposed Solutions

In effect, click fraud costs advertisers and – as a result of lawsuits – advertising network operators (Hadjinian, 2006) millions of dollars a year. It should not come as a surprise, then, that a lot of people have worked (and are still working) on the problem, coming up with several more or less effective solutions. A few of these solutions shall be reviewed in this chapter.

5.1 Cost-Per-Action (CPA)

In the Cost-Per-Action model, advertisers don’t pay for clicks, but rather for specific actions that are performed on the advertiser’s page after the click. These actions might, for example, be making a purchase, filling out a form, or registering. “Such systems are used by Amazon, for example, to sell books on web pages: a service provider, say Expedia, can list an Amazon ad for a travel guide with the understanding that, should a user purchase the product advertised, then the service provider will receive a payment” (Immorlica et al., 2005).
Duplicate Detection can, no doubt, detect amateur click fraud, where the fraudster operates from one or a handful of computers. However, it is clearly inadequate when it comes to detecting distributed click fraud – where millions of computers simulate clicks on an advertisement from all over the world – since it relies on cookies (text files which the commissioner stores and accesses on the user’s computer) for detection. In the case of distributed click fraud, every computer in the attacker’s vast network will have its own individual cookie. Moreover, an attacker who knows what he is doing will just delete the cookies after each ‘click’, leaving no duplicates to be detected.

5.3 Pay-Per-Percentage of Impressions

Pay-Per-Percentage of Impressions is an alternative to Pay-Per-Click that was suggested by J. Goodman (2005). In his paper he describes this model thusly: “In this system, an advertiser picks a keyword, e.g. ‘cameras’ and purchases, perhaps through bidding, a certain percentage of all impressions for that keyword. For instance, an advertiser might pay $1.00 to MSN Search. In return, the advertiser might receive 10% of all impressions for “camera” for 1 week. What does this mean? It means that for 1 week, one out of ten times that someone searches for the word ‘camera’, they will see the ad.”

The costs of advertising are thus fixed and do not depend on whether or not the ad is clicked. They do not even depend on the number of companies: “if there are R real impressions over the week, and F fake impressions, that the advertiser will receive $1 x R real impressions and $1 x F fake ones” (Goodman, 2005).

Consequently, this system is not susceptible to competitor fraud of any kind (neither click nor impression fraud). However, evaluating how much a certain percentage of impressions on a specific website is worth remains problematic. If such an evaluation is based on the average number of impressions of a site it remains vulnerable to impression fraud.

Goodman (2005) himself admits that “the pay-per-percentage model is not appropriate for all kinds of affiliate advertising; in particular, it is most appropriate for high volume sites”. He recommends using a rating company to estimate the traffic on these sites, basing the cost-percentage on the estimates.

For the publisher this model is just as advantageous as Pay-Per-Impression, since his payment depends solely on the services he provides. Although the advertiser is safe from competitor fraud, this scheme leaves him susceptible to publisher Impression fraud if he does not advertise on a trustworthy site. Furthermore, the model is worse for him than Pay-Per-Click because the price is not based on the effectiveness of the ad.

5.4 Duplicate Detection

Metwally, Agrawal and Abbadi have proposed detecting fraudulent clicks through a method they call “Duplicate Detection in Click Streams”. In order to differentiate between authentic and fraudulent clicks, the advertising commissioner “tracks individual customers by setting cookies. Duplicate clicks within a short period of time, a day for example, raise suspicion on the commissioner’s side” (Metwally et al., 2005a).

6 Conclusion

We have seen that it is frighteningly easy to commit click fraud. You can simply set up two websites to implementreferrer click fraud or, with sufficient funds, buy control of a botnet. You could even relatively effortlessly build a botnet with enough time, starting small and expanding in imitation of a website that grows more and more popular with time. Neither botnet click fraud nor referrer click fraud can be satisfactorily detected. Of the alternatives presented, only Pay-Per-Percentage of Impressions and Cost-Per-Action are noteworthy, since the Pay-Per-Impression model is as vulnerable as Pay-Per-Click, as well as being less effective. However, both alternatives are far from perfect: Pay-Per-Percentage of Impressions is only a solution to competitor click fraud, since a dishonest publisher can still artificially increase the number of impressions of the ad and, consequently, increase both his income and the costs for each advertiser, since the overall price of advertising on the page in question will increase relative to the number of impressions. Furthermore, if the click-through-rate of the ad is taken into account, he can simply increase that too by commit-
Cost-Per-Action, on the other hand, is the best alternative to Pay-Per-Click that has been put forward to date. The advantages of this model are quite obvious: not only is it much more effective for the advertiser, who only has to pay a sort of commission when he actually sells something, but it is also nearly impossible to fake buying something. (It is actually possible, but that is credit card fraud and is an entirely different problem that has little to do with advertising.) However, this model is not only less profitable for the (honest) publisher, but also susceptible to advertiser fraud: since the publisher has no way of knowing whether a click on his advertisement has actually led to a sale (or another significant action), it is quite easy for the advertiser to lie about the number of sales generated by an ad and shortchange the publisher. Nonetheless, since the advertisers are probably going to have the last word on the matter, it seems inescapable that Cost-Per-Action will at least play a big role in the future. Indeed, Google is already taking first steps in that direction (Parker, 2006).
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